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# ABSTRACT

This report contains three examples of open data applications. Information on the applications was found from desktop research online. The report comes to the conclusion that open data applications can really assist citizens increase the quality of their life. However, it is recommended that more open data sets be exposed since currently available sets do not cover many of the services ordinary citizens would want from open data.

CONTENT

[ACKNOWLEDGEMENTSError: Reference source not found](#_Toc423457319)

[CONTENTS2](#_Toc423457320)

[ABSTRACT2](#_Toc423457321)

[INTRODUCTION3](#_Toc423457322)

[METHODOLOGYError: Reference source not found](#_Toc423457323)

[FINDINGSError: Reference source not found](#_Toc423457324)

[DISCUSSIONError: Reference source not found](#_Toc423457325)

[1. The Web Service DontEat.AtError: Reference source not found](#_Toc423457326)

[2. The Web Site FixMyStreet.comError: Reference source not found](#_Toc423457327)

[3. The National Pollutant Release Inventory(NPRI), Canada.Error: Reference source not found](#_Toc423457328)

[CONCLUSIONSError: Reference source not found](#_Toc423457329)

[RECOMMENDATIONSError: Reference source not found](#_Toc423457330)

[REFERENCESError: Reference source not found](#_Toc423457331)

# 

# BACKGROUND/INTRODUCTION

The 21st Century has been characterised by very fast developments in technology. Services that we thought were impossible 100 or even 50 years ago are now commonplace, resulting in a lot of expediency. Among the devices that have brought this convenience – or inconvenience depending on one’s viewpoint – is the mobile phone.

The mobile phone technology allows people to use handheld telephones to communicate with others despite the physical distance between them. This communication is done either via voice by one user calling another; or via reading by one user sending another a message using the Short Message Service (SMS). Both of these forms of communication usually involve the user having to pay the network service provider some money in exchange for the use of the provider’s infrastructure to call or SMS. For the most part, the payment to the network provider outweighs the cost and inconvenience of a cell phone user having to set up their own equipment so as to achieve the same communication. But what if the two users were just a few meters away, maybe just separated by a wall? Would it make sense to have to pay the network service provider to communicate with someone so near? For quite some time, it seemed that mobile phone users had no choice.

Within the past half-decade or so, cellular phones have grown from just being devices to send and receive voice and SMS data to being devices that can do much more. Smartphones – loosely defined as cell phones with computer capabilities – have given people the capability to not only call and text but also check their email, surf the Internet, listen to music, keep up to date with the latest news, just to mention a few things. Smartphones have revolutionised the mobile phone revolution. With this mind, consider: It is currently possible for two networked computers to send and receive not only audio but also video data between themselves via a process known as streaming. The network between the two computers could either be wired or wireless. Could the same streaming be done between smartphones? A “Yes” answer with the corresponding implementation could conveniently put the network service provider out of the picture. And that question dovetails nicely into this project’s problem statement.

# PROBLEM STATEMENT

The research question that will guide this project is:

**How can smartphones communicate with each other over short distances without incurring network service provider costs?**

By the end of this project, the following objectives should have been met:

* Two smartphones should be able to connect with each other via wireless without the aid of an infrastructure device such as a wireless router or a wireless hotspot.
* The abovementioned smartphones should then be able to send and receive data – initially audio data – between themselves.

# JUSTIFICATION

Generally, when a person wants to get information from another and both of them are in within each other’s social space – between 2.2 and 3.7 meters (7 and 12 feet) according to Beck and Grajeda (2008, p. 43) – face to face communication is used. This form of communication is free and quite convenient. What about when the two people are within the same distance but separated by at most one concrete wall? What if the two people are not within each other’s social space but are within 50 meters (about 164 feet) of each other and their smartphones have a clear line of sight to each other? In such circumstances people still go for calling each other. That definitely is inconvenient and costs money. But people will choose to call since there is no other alternative. Is it possible for us to reduce the sting of such an unpleasant circumstance by at least removing the cost part?

It is possible to come up with basic software that allows two desktop computers to communicate with each other over wireless without using a wireless router. Such a network is called an ad hoc wireless network. Such a network would be free to its users since the only infrastructure in place is that of the two computers participating in the communication. Since computers can do this, theoretically smartphones should be able to accomplish the same. The purpose of this project is to see whether this theory can work in the real world.

Should the aforementioned theory be proved then this project will go on to try send and receive audio data between the connected smartphones, thus achieving the basic requirements of a phone call.

# LITERATURE RELEVANT TO MY PROPOSAL

There are four common wireless technologies this proposal will look at. These are:

1. Near Field Communication(NFC) technology;
2. Wireless Fidelity (Wi-Fi) technology; and
3. Bluetooth technology.

These will be considered from the perspective of various relevant pieces of literature.

## Near Field Communication (NFC) technology.

According to a programmer’s guide to Android (Deitel et al. 2012, p. 11), Near Field Communication, or NFC, is a short-range wireless connectivity standard that enables communication between two devices. It can also be used between a device and a tag – which stores data that can be read by NFC-enabled devices. NFC operates within a range of a few centimetres. NFC-enabled gadgets can operate in three modes:

1. Reader/writer – such as when a device reads data from a tag;
2. Peer to peer – where devices exchange information without involving a third party server; and
3. Card emulation – where devices act like smart cards, accomplishing various smart card operations.

Currently, Android devices support reader/writer and peer-to-peer NFC modes.

## // todo

NFC range

According to an article in the April 2012 issue of the *International Journal of Advanced Research in Computer Science and Software Engineering* (Preethi, Sinha, & Varma 2012), NFC has a range of up to 10 centimetres. (This translates to roughly 4 inches)

NFC started which year

The NFC Forum, which champions NFC technology, was founded in 2004 but had to wait until 2006 before NFC tags came on the scene.

~ enabled devices

NFC-enabled devices include, but are not limited to, credit cards, smart posters, smart phones, and even on some computers.

Pros and cons

The following are two advantages of using NFC;

* NFC provides security since its range is quite small. Piggybacking – which, according to a Computer Science journal article (Arul Oli, 2013), is the situation where unauthorized devices can access a wireless network by virtue of being within the operating range of that network – is almost impossible with NFC. This is because NFC operates within a very small range. Intruders would have to be very close to the victim devices to access them via NFC.
* NFC helps make device use intuitive. In English, “communicate” can mean “get in touch.” NFC helps two devices communicate by getting in touch. The concept is thus instinctive and therefore easy to adapt to daily life.

The following are two disadvantages of NFC;

* The NFC technology is relatively new. It is not common. Anecdotally, relatively few people have NFC enabled smart phones in Kenya.
* NFC can only transfer small quantities of data. It does not work well with transfer of data in the millions of bytes. This is because NFC has a relatively small maximum transfer rate of 424 kilobits per second. (Preethi, Sinha, & Varma, 2012)

## Wireless Fidelity (Wi-Fi) technology.

// todo

Definition

Wireless Fidelity technology, commonly known as WiFi, is a communication technology known to many. A study on Wi-Fi (Song & Isaac, 2014) defines it as the IEEE 802.11x standard and a short-range wireless transmission technology. The study further tells that Wi-Fi is a brand held by the WiFi Alliance, whose purpose is to improve interoperability between wireless network products based on the IEEE 802.11 standard.

IR started

The initial Wi-Fi standard, 802.11, was released in 1997. It was improved to 802.11a in 1999. (Song & Isaac, 2014) From then on various enhancements have been introduced in the form of new standards such as IEEE 802.11b, IEEE 802.11g, and IEEE 802.11n. The .11n standard is the most common nowadays. It operates within both the 2.4 GHz and 5 GHz frequency range with speeds of 400 to 600 Mbps. (Song & Isaac, 2014)

Range

Wi-Fi has a range of up to 100 metres. (Skariah & Suriyakala, 2013)

Enabled devices

As mentioned in an article in a research journal (Skariah & Suriyakala, 2013), Wi-Fi can be found in devices such as personal computers, video game consoles, smart phones, and tablets.

Modes of operation

According to a comparison between Wi-Fi and other technologies (Skariah & Suriyakala, 2013), Wi-Fi operates within the unlicensed radio band between 2.4 and 5 GHz. All Wi-Fi networks use contention-based Half Duplex Time Division Duplex (TDD) techniques. TDD involves vying for shared media. All devices in a Wi-Fi network attempt to use shared media (the air) at specific time intervals. Because of this operation, Wi-Fi network devices can only send or receive data at one moment. Thus they are half duplex.

The aforementioned article informs that Wi-Fi uses either Direct Sequence Spread Spectrum (DSSS) or Orthogonal Frequency Division Multiplexing (OFDM) to manage the channels allocated to it in the radio band it uses.

Speaking of channels, Wi-Fi standards define a fixed channel bandwidth of 25 MHz for 802.11b and 20 MHz for either 802.11a or g.

Wi-Fi operates by having an access point (AP, also known as a hotspot) which emits Wi-Fi signals. Devices desiring to connect to a Wi-Fi network send their requests to that network’s AP. A series of handshakes takes place which mostly involve authentication. Finally, the connecting device is issued with data that will enable it to connect to the said AP.

Pros and cons

Some advantages of Wi-Fi are:

* It has the longest range of the four common wireless networks referred to here.
* Wi-Fi is a feature in almost all smart phones.

Some disadvantages of Wi-Fi are:

* Wi-Fi is inherently insecure. Because of its huge operation range, piggybacking is very possible – and piggybacking could lead to data sniffing. This could result in a breach in security.
* Wi-Fi has the highest power draw of the mentioned technologies. Some estimate Wi-Fi to use as much as 40 times more power than Bluetooth.

# Bluetooth technology

// todo

Definition

A study of Bluetooth (Singh, Sharma, & Agrawal, 2011) defined Bluetooth as a wireless communication protocol aimed at low-powered, short range applications. It was initially developed by Ericsson but is now governed by the Bluetooth Special Interest Group. Initially, it was proposed as a technology to replace cables among computer components – think of a computer’s monitor, motherboard, mouse, and keyboard working seamlessly without having to be connected via physical cabling. Bluetooth has grown past that goal – in part due to its low power consumption and potential low cost.

History

The Bluetooth we know today started in Scandinavia around 1996 when a certain Jim Kardach developed a system to allow mobile phones to communicate with computers. The name Bluetooth is based on the tenth-century Scandinavian king known in English as Harald Bluetooth. He united the whole of Denmark, achieving with the Danes what Kardach and his colleagues intended to with computers and cell phones.

Range

Bluetooth has a range of up to around 30 metres. (Preethi, Sinha, & Varma, 2012)

Enabled devices

According to a survey on Bluetooth security, (Ibn Minar & Tarique, 2012), Bluetooth technology has been implemented in – among other gadgets – mobile phones, game controllers, Personal Digital Assistants(PDAs), and personal computers.

Modes of operation

As per the previously mentioned Bluetooth security article, Bluetooth support involves both hardware and software. The hardware rides on a radio chip while software is used to implement control and security protocols. Using both hardware and software makes Bluetooth quite flexible.

Bluetooth operates within the Industrial, Scientific, and Medical (ISM) radio frequency band. This section of the electromagnetic spectrum ranges from 2,400 to 2,483.5 MHz and is divided into 79 channels, each with a bandwidth of 1 MHz. Since the ISM band is also home to other technologies such as microwaves and Wi-Fi, it is possible that Bluetooth communication may get some interference. To avoid this, Bluetooth interfaces employ frequency hopping every few seconds. This ensures that if one channel among the 79 has interference, data can be re-sent via another channel that will likely not have interference. Bluetooth uses a hopping rate of 1600 hops per second. Its developers decided to use the Frequency Hopping Spread Spectrum (FHSS) channel management technique where sender and receiver are synchronized to know which channels they will be hopping to at any given moment during their communication. FHSS leads to efficient channel use and is not affected by the distance between sender and receiver. This is unlike the other common channel management method: the Direct Sequence Spread Spectrum (DSSS) technique.

Bluetooth usually operates on a ‘master-slave’ concept. The master device works as the moderator during communication between itself and the slave as well as among slaves themselves. For devices to connect to each other, Bluetooth demands that the two share secret codes referred to as PINs. Successful PIN exchange leads to two devices being connected over Bluetooth – a process referred to as ‘pairing.’

Pros and cons

Here are two advantages of using Bluetooth:

* Bluetooth is quite flexible since it operates on both the hardware and the software level. As mentioned earlier, Bluetooth rides on a radio chip and has its control and security implemented in code.
* Bluetooth is quite common in smart phones within Kenya.

Bluetooth has some disadvantages. These include, but are not restricted to:

* The technology having a rather small range of operation. While common Bluetooth covers a larger distance than, say, NFC, it is not an ideal solution for wireless communication over 30 metres.
* Security issues since it is vulnerable to sniffing and information leaks.

Because of its proliferation and my familiarity with it, I have chosen Wi-Fi to be the technology I will implement my project with.

# RESEARCH METHODS AND DESIGN

At least three methods of research will be used in this project:

1. **Experimentation** – which will be used to test whether the project’s implementation will work on actual devices;
2. **Web Search** – where various websites will be visited to get solutions to project problems as well as get inspiration to work around implementation issues; and
3. **Interviews** – These will be done in an informal setting to acquire opinions from potential end users concerning User Interface, possible limitations, and other useful pieces of information.

A couple of the expected inputs to these research methods include:

1. For experimentation; smart phones and relevant code.
2. For web search; an internet enabled device and questions to search answers to.
3. For interviews; preparation of interview questions.

Some of the tools expected to be used in these research methods are:

1. For experimentation; smart phones, Universal Serial Bus (USB) cables, the Android Studio Integrated Development Environment (IDE), and a computer.
2. For web search; an internet enabled device and a web browser.
3. For interviews; a notebook and a pen to record interviewee responses.

The following are a number of the expected outputs from the above-mentioned research methods:

1. For experimentation; warnings, errors, and a working implementation of the project.
2. For web search; answers to the questions searched for – hopefully including snippets of code implementing those answers.
3. For interviews; various varying opinions on questions asked to interviewees.

# SCHEDULE

Below is a schedule that will serve as a guide towards the successful completion of this project.

|  |  |
| --- | --- |
| **Time** | **Proposed Activities** |
| Week starting Monday, September 14, 2015 to week starting Monday, October 26, 2015. | * Prepare the project proposal – both draft and final. * Learn to use LaTex. * Do a dummy implementation. |
| Week starting Monday, November 2, 2015 to week starting Monday, December 14, 2015. | * Come up with a detailed literature review. * Get a deeper understanding of the Android Open Source Project (AOSP)’s implementation of the Access Point Application Programming Interface (API). |
| Week starting Monday, December 21, 2015 to week starting Monday, January 11, 2016. | * Come up with designs for the application’s User Interface (UI). * Design the application’s database. * Create dummy UIs to get a feel of how the application’s UI will work. * Come up with interfaces between the UI and the application’s database. |
| Week starting Monday, January 18, 2016 to week starting Monday, February 15, 2016. | * Do a complete implementation of the project in Android. * Perform unit and system tests on the implementation. * Attempt to run the application on as many devices as possible. |

# BUDGET

I roughly estimate that I will need the following resources to achieve the desired objectives of this project:

* **10 GB worth of Safaricom data bundles.** The bundles will be used to access relevant information in the Internet.As of Sunday, 25 October 2015, Safaricom sells 3 GB worth of data for 30 days at Kshs. 1,000. 10 GB worth of data will call for the purchase of at least four sets of the 3 GB offer, resulting in 12 GB worth of data. Four sets of 3 GB bundles will cost Kshs. 4,000.

As of Sunday, 25 October 2015, the estimated amount needed for this project is Kshs. 4,000.

# OTHER INFORMATION

As of Sunday, 25 October 2015 there is no information to put in this section.

# CONCLUSION

The proposal presented above is a light one. It serves as an introduction to what this project aims to do. It is hoped that this proposal will act as a guide during the next few months and will assist in the conversion of the project idea to an actual software system.
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